TRATICCM

Liite

Lilkenne- ja viestintavirasto

3.2.2026
1(8)

Liikenne- ja viestintavirasto Traficom on mydntanyt rahoitustukea kyberturvallisuuslain

(124/2025) soveltamisalaan kuuluville pienille ja keskisuurille organisaatioille kyberturval-
lisuuslain toimeenpanemisen tukemiseksi. Rahoitustuki mydnnettiin kyberturvallisuuskes-
kuksen kansallisen koordinointikeskuksen EU-projektin rahoituksesta. Vuonna 2026 rahoi-
tustukea mydnnettiin seuraaville hankkeille:

Rahoitus-
tuen saaja

Myonnetty

summa (€)

Hankkeen nimi

Hankkeen kuvaus

ALM Partners 82 175 Pilvipalvelun ky- Otetaan kayttéon pankkiasiakkaan pilvipalve-

Oy berturvallisuus- lun kyberturvallisuuskeskus vasteaikojen ja
keskuksen (SOCQC) hairionhallintaprosessin parantamiseksi.
perustaminen

atFlow Oy 45 603 Omaisuuden- ja Hankkeessa kehitetaan keskitetty omaisuu-
palveluidenhallin- | den- ja palveluidenhallintajarjestelma seka
tajarjestelma asiakasportaali domain- ja DNS-palveluille.

Tavoitteena on korvata manuaalisia ja vir-
healtteita prosesseja, parantaa tietoturvaa ja
vastata kyberturvallisuuslain vaatimuksiin ot-
tamalla kayttédn mm. pakollinen kaksivaihei-
nen tunnistautuminen ja tehostettu padasyn-
hallinta. Hanke vahvistaa asiakkaiden palve-
luiden hallinnan turvallisuutta ja luotetta-
vuutta.

AWAKE.AI Oy 76 329 Tietoturvallinen ja | Hankkeessa rakennetaan moderni skaa-
skaalautuva kayt- | lautuva ja turvallinen kayttajien seka sovel-
tdjan todennus- ja | lusten todennus- ja kayttdoikeusjarjestelma-
kayttdoikeusjar- jarjestelma Awake.Al:n pilvialustalle. Rat-
jestelma Awake.Al | kaisu perustuu avoimen lahdekoodin
-alustalle Keycloak-teknologiaan, ja sen tavoitteena on

parantaa alustapalvelun kyberturvallisuutta,
mahdollistaa kansainvalinen skaalautuvuus
seka tayttaa NIS2- ja EU:n digitaalisen iden-
titeetin vaatimukset.

Ellego Powertec | 40 652 Tietoverkon val- Yritys automatisoi tietoverkon valvonnan ja

Oy

vonnan automati-
sointi ja tietotur-
van prosessikehi-
tys

kehittaa liiketoiminnan palautumis- ja kriisin-
hallintakaytantoéja.

Liikenne- ja viestintavirasto Traficom e PL 320, 00059 TRAFICOM
p. 029 534 5000 ¢ Y-tunnus 2924753-3
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ElmoNet Oy

53 643

Tukiasema- ja te-
lekeskuspaikkojen
fyysisen turvalli-
suuden seka
omaisuuden suo-
jaamiseen tah-
tdava hanke.

Tukiasema- ja telekeskuspaikkojen fyysisen
turvallisuuden seka omaisuuden suojaami-
seen tahtadva hanke. Hankkeessa asenne-
taan teletiloihin tekodlypohjainen halytys- ja
kameravalvontajarjestelma seka aidataan
merkittavat tukiasemakohteet. Hankkeen
vaikutus kyberturvallisuuslain 9§ mukaiseen
toiminnan kehittédmiseen; 1) paasynhallinnan
ja todentamisen menettelyt, 2) toimenpiteet
viestintdverkkojen ja tietojarjestelmien fyysi-
sen ymparistdn ja tilaturvallisuuden seka
valttdmattédmien resurssien varmistamiseksi
ja 3) omaisuudenhallinta ja sen turvallisuu-
den kannalta tarkeiden toimintojen tunnista-
minen.

Enerim Oy

48 350

Net2026

Net2026-hanke on Enerim Oy:n kaynnistama
kehitysprojekti, jonka tavoitteena on vahvis-
taa energia-alan tietoturvaa ja varautumista
kyberuhkiin Suomessa. Hankkeessa toteute-
taan muun muassa verkon segmentointia,
paakayttdjaoikeuksien hallintaa seka kriisin-
hallintaharjoituksia yhteistydssa alan toimi-
joiden kanssa. Nailla toimenpiteilld paranne-
taan koko energia-alan toimintavarmuutta ja
huoltovarmuutta, mika hydédyttaa seka yri-
tysta etta yhteiskuntaa laajemmin.

Envor Group Oy

77 287

Envor Kyberturva
2026

Hankkeessa vahvistetaan Envor Groupin ky-
berturvallisuutta ja riskienhallintaa kybertur-
vallisuuslain vaatimusten mukaisesti. Toi-
menpiteilla parannetaan tietojarjestelmien ja
toimitusketjun turvallisuutta seka kehitetaan
henkiléston kyberturvallisuusosaamista ja
jatkuvuudenhallintaa.

Hangon Satama
- Hang6 Hamn
Oy Ab

48 949

ISO ASKEL -
991753

Hangon Satama - Hangdé Hamn Oy Ab:n
hanke keskittyy sataman kyberturvallisuuden
ja riskienhallinnan kehittdmiseen vastaamaan
kansallisen lainsaadannoén ja Traficomin suo-
situsten vaatimuksia. Hankkeessa rakenne-
taan ja otetaan kdyttdéon tietoturvan hallinta-
jarjestelma seka toteutetaan konkreettisia
toimenpiteita viestintaverkkojen ja
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tietojarjestelmien suojaamiseksi ja toimitus-
ketjun riskienhallinnan parantamiseksi.

Haukiputaan 43 153 Haukiputaan Séh- | Hankkeen tavoitteena on saavuttaa kybertur-
Sahkoosuus- kdosuuskunnan vallisuuslain, seka vallitsevan uhkakentan
kunta kyberturvallisuu- edellyttama IT/OT- infrastruktuurin kyber-
den kehittaminen suojauksen taso ja téman 24/7- jatkuva val-
vonta ja reagointikyvykkyydet.
Haverinen Lo- 14 984 Haverinen Logis- Hankkeessa parannetaan Haverinen Logistics
gistics Oy tics Oy - Kyber- Oy:n kyberturvallisuutta ja toiminnan jatku-
resilienssi 2026: vuutta kyberturvallisuuslain (124/2025) vaa-
Teknologian, pro- | timusten mukaisesti. Kehitdmme teknista
sessien ja osaami- | suojausta, varmuuskopiointia seka henkilos-
sen kehityshanke ton osaamista, mika vahvistaa logistiikkapal-
veluidemme ja yhteiskunnan kriittisen infra-
struktuurin hairionsietokykya.
ICT ElImo Oy 46 323 SOC tietoturva- Hankkeessa otetaan kayttéén 24/7 toimiva
keskus 24-7 SOC-palvelu (Security Operations Center),
joka valvoo organisaation ICT-infrastruktuu-
ria ja tietoturvatapahtumia jatkuvasti. Ta-
voitteena on parantaa tietoturvan valvontaa,
havaita poikkeamat reaaliaikaisesti ja var-
mistaa nopea reagointi mahdollisiin uhkiin.
Iin Energia Oy 52 912 Iin Energia: Ky- Hankkeen tavoitteena on saavuttaa Iin Ener-
berturvallisuuden gialla kyberturvallisuuslain, seka vallitsevan
kehittdminen uhkakentdn edellyttama IT/OT- infrastruk-
tuurin kybersuojauksen taso ja taman 24/7-
jatkuva valvonta ja reagointikyvykkyydet.
KaseNet Oy 63 038 KaseNet kybertur- | Tietoturvallisuuden hallintajarjestelman
van kehittamisen (ISMS) kayttdéonotto. ISO27001 sertifiointi.
hanke
Koillis-Satakun- | 37 716 Viestintaverkkojen | Sdhkdnjakelun seka toimistoymparistén
nan Sahko Oy segmentoinnin ja verkkojen segmentoinnin ja jatkuvuuden
jatkuvuuden ke- edelleenkehittdminen.
hittdminen
Kokemaen 12 908 Ulkoisen verkon Penetraatiotestauksessa pyritdan saamaan
Sahko Oy penetraatiotestaus | paasy verkon yli Kokemaen Sahkon laitteisiin

seka kriittisen

ja jarjestelmiin. Palautusharjoituksessa
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jarjestelman pa-
lautusharjoitus

harjoitellaan liiketoiminnalle kriittisen jarjes-
telman varmuuskopion palautus.

Kokkolan Sa- 50 424 Kyberturvallisuu- Hankkeen tavoitteena on toteuttaa kybertur-

tama Oy den parantaminen | vallisuuslaissa asetetut vaatimukset ja nostaa
Kokkolan Satama organisaation kyberturvallisuustaso vastaa-
Oy:ssa maan nykypaivan uhkia. Hanke sisaltaa tek-

nisen ymparistdén kehittamista, henkildéston
kouluttamista, prosessien ja tietoturvapoli-
tilkkojen rakentamista seka kyberturvalli-
suutta tukevien jarjestelma- ja henkiléstore-
surssien vahvistamista.

Kustannus Oy 36 126 Tietoturvan vaati- | Hankkeen tavoitteena on kehittda ja syste-

Duodecim mustenmukaisuu- | matisoida tietoturvan hallintaa, vahvistaa
den, riskienhallin- | vaatimustenmukaisuuden ja riskienhallinnan
nan ja paasynhal- | seurantaa, parantaa ohjelmistokehityksen
linnan kehittamis- | elinkaaren tietoturvaa sekd kehittdd menetel-
hanke mia ohjelmistokehitykseen liittyvien riskien

tunnistamiseen ja lieventdmiseen. Lisdksi
hankkeessa kehitetaan seka sisaisten etta ul-
koisten kayttdjien paasynhallinnan tietotur-
vaa.

Louhi Net Oy 100 000 Louhi DNSSEC- Louhi Net Oy on kansallisesti merkittava digi-
Valmius: Suoma- taalisen infrastruktuurin toimija, joka tarjoaa
laisen digitaalisen | verkkotunnus- ja nimipalveluita kymmenille
ekosysteemin pe- | tuhansille suomalaisille yrityksille ja yhtei-
rustusten vahvis- soille, mukaan lukien monille yhteiskunnan
taminen kannalta kriittisille toimijoille. Nimipalvelujar-

jestelma (DNS) on internetin peruskivi,
mutta samalla haavoittuvainen kohta. Sen
suojaaminen on valttdmaténta koko digitaali-
sen toimitusketjun turvaamiseksi.

Magic Cloud Oy | 100 000 Magic Cloudin ky- | Hanke parantaa Magic Cloud Oy:n kybertur-

berresilienssin
vahvistaminen

vallisuuden ja riskienhallinnan kypsyystasoa
vastaamaan uuden kyberturvallisuuslain
(124/2025) 9 §:n vaatimuksia. Hankkeessa
kehitetaan erityisesti valvontatoimintoja ja
riskienhallin-taa seka toteutetaan kattavia
kehitystoimia Magic Cloudin verkko- ja pilvi-
infrastruktuurin suojaamiseksi, henkildston
osaamisen vahvistamiseksi ja hallintamallien
paivittdmiseksi. Samalla vahvistetaan kyber-
resilienssia mm. parantamalla poikkeamien
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havaitsemista ja palautumissuunnitelmia.
Asiakasndkdkulmasta tama tarkoittaa muun
muassa parempaa palvelujen kdytettavyytta
ja jatkuvuutta, lyhyempid katkoja seka la-
pindkyvaa hairidviestintaa. Tavoitteena on
varmistaa, etta Magic Cloud hallitsee tehok-
kaasti kyberriskeja ja pystyy minimoimaan
viestintaverkkoihin ja tietojarjestelmiin koh-
distuvien uhkien haitalliset vaikutukset.

Mico Botnia Oy
Ab

10 000

NIS2-direktiivin
kayttoonotto Mico
Botnia Oy:ssa

Mico Botnia Oy ottaa kayttéén Digiturvamalli-
palvelun NIS2-direktiivin vaatimusten taytta-
miseksi ja kyberturvallisuuden hallinnan sys-
tematisoimiseksi. Kehittdmishankkeen tulok-
sena syntyy pysyva toimintamalli, joka pa-
rantaa kyberturvallisuutta ja varautumisky-
vykkyytta.

Mylab Oy

100 000

Kyberturvallisuus-
hanke 2026

Kyberturvallisuushanke 2026 kehittaa Mylab
Oy:n valmistamien terveydenhuollon labora-
toriojarjestelmien ja niihin liittyvien laakin-
nallisten laitteiden tietoturvaa, parantaen yh-
teiskunnan kriisinkestavyytta ja ennaltaeh-
kaisten palveluiden saavutettavuuden hairi-
0itd. Hankkeessa rakennetaan mm. syste-
maattinen tietoturvan hallintajarjestelma,
joka tayttaa esim. kyberturvallisuuslain ja
NIS2-direktiivin vaatimukset.

OpSec Oy

36 604

Projekti Aallon-
murtaja

Hankkeen tavoitteena on parantaa OpSec
Oy:n yllapito- ja pilvipalveluiden kyberturval-
lisuutta seka riskienhallintaa. Hanke toteut-
taa rahoitustuen kayttotarkoitusta kehitta-
malla prosesseja, jotka vahentavat palvelu-
katkosten, tietomurtojen ja inhimillisten vir-
heiden riskia. Hankkeessa keskitytaan tun-
nistettuihin riskeihin kayttépalveluiden.

Oulun Autokul-
jetus Oy

39 882

Toimitusketjujen
kyberturvallisuu-
den kehittdminen

Hankkeella parannetaan toimitusketjujen tur-
vallisuutta kehittamalla tietoverkkojen raken-
netta ja lisddmalla avainhenkiléiden ja muun
henkilékunnan kyberturvallisuustietoisuutta.

Prog-It Oy

46 787

Kati-projekti

Hankkeessa laaditaan toimintatapa ja pro-
sessi, joka tukee kyberuhkiin varautumista
sekd ehkaisee niiden toteutumista. Osana
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hanketta laaditaan myds henkiléstén rooli-
pohjainen osaamis- ja vastuumalli seka
suunnitelma yhtién henkiléstén kyberturvalli-
suusosaamisen tason nostamiseksi.

Puhas Oy 17 699 Puhas Oy:n kyber- | Puhas Oy:n kyberturvallisuuden kehityshank-
turvallisuuden ke- | keella parannetaan organisaation kokonais-
hittamishanke ja kyberriskienhallintaa sekd parannetaan ky-

kya tayttaa kyberturvallisuuslain vaatimuk-
set.

Raseborgs 12 422 Sakra fjarrkopp- Projektet syftar till att utveckla en cybersdker

Energi Ab lingar i operativa fjarruppkoppling for operativa natverk (OT),
natverk (OT) med fokus pa att mojliggéra saker dtkomst

utan att dventyra drift eller integritet. Los-
ningen ska skydda kritiska system mot cy-
berhot samtidigt som den underlattar fjarro-
vervakning och styrning.

Rovakaira Oy 29 512 Turvallisen Tuotanto tietoliikenneverkon uudelleen suun-
verkkoarkkitehtu- | nittelu ja kyberturvallisuustason nosto.
urin
kehittamishanke

S1 Networks Oy | 89 207 Kyberturvallisuu- S1 Networks Oy kehittaa toimintaansa kyber-
den kehittaminen | turvallisuuslain vaatimusten mukaiselle ta-
ja kyberturvalli- solle parantamalla riskienhallintaa, hallinnol-
suuslain toimeen- | lista tietoturvaa ja poikkeamailmoituskaytan-
pano S1 Network- | téja. Tavoitteena on vahvistaa yrityksen tie-
sissa tolilkkenne- ja pilvipalveluiden kyberturvalli-

suutta, hairidnsietokykya seka varmistaa toi-
minnan jatkuvuus osana yhteiskunnan kriit-
tista digitaalista infrastruktuuria.

Turun seudun 15 194 Kyberturvallisuu- Hankkeessa kehitdmme kyberturvallisuut-

puhdistamo Oy den pelikirjat tamme ja riskienhallintaa kyberturvallisuuden

pelikirjoilla. Pelikirjat auttavat meita toteutta-
maan kaytannoéssa helposti, sdanndllisesti ja
mitattavasti kyberturvallisuuslain vaatimia
toimenpiteita.

Turun Seudun 14 445 OT-ymparistén ky- | Hankkeen aikana otetaan kaytté6n Turun

Vesi Oy

berturvallisuuden
kehittaminen

Seudun Vesi Oy:n automaatiojarjestelman
keskitetty lokienhallinta seka jarjestetaan

traficom.fi
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automaatioon kohdistuvaa kyberturvallisuus-
koulutusta.

Turun Vesi-
huolto Oy

44 731

Turun Vesihuolto
Oy - Kyberturvalli-
suuden paranta-
minen

Hankkeen tavoitteena on saavuttaa Turun
Vesihuolto Oy:lla kyberturvallisuuslain, seka
uhkakentan edellyttama kypsyystaso IT/OT-
infrastruktuurin suojaukseen. Hankkeessa
otetaan kayttoon Microsoft Posture Manage-
ment- palvelu, TI- kyberuhkien metsdstami-
nen seka jatkuvaluonteinen arviointi ja hal-
linta.

Vestia Oy

42 279

Vestia Kyberturva
2026

Vestialla tietoturva- ja tietosuojatyd on ha-
jautunut mika johtaa hallinnan tehottomuu-
teen ja kyberturvallisuustyén epasaannolli-
seen tekemiseen. NIS2-direktiivi ja Trafico-
min rahoitustuen ehdot edellyttavat syste-
maattista kehittamistd. Hankkeen tarkoituk-
sena on nostaa Vestian kyberturvallisuustaso
kansallisten vaatimusten mukaiseksi ja var-
mistaa jatkuvuus.

Westenergy Oy

23 243

Atea Defense Vali-
dation -palveluko-
konaisuus

Jatkuvuudenhallintaa panostamalla jatkuva-
luonteiseen penetraatiotestaukseen, identi-
teettipalvelun ja verkon segmentointiin, MS
Applockerin hyédyntdmiseen seka AD Tier -
malliin, jolla pyritéan ehkdisemaan mahdolli-
sen hydkkaajan lateraalinen liikkuminen tie-
toliikenneymparistossamme.

Wisenetwork
Oy

76 414

WiseNetwork -
Kyberturvallisuu-
den ja SaaS-re-
silienssin kehitys-
hanke

WiseNetwork Oy toteuttaa Traficomin rahoi-
tustuella kyberturvallisuuden kehityshank-
keen, jonka tavoitteena on nostaa yhtion ja
sen tarjoamien SaaS-palveluiden turvalli-
suustasoa ja resilienssia. Hanke vahvistaa
kykyamme suojata satojen suomalaisten PK-
yritysten kayttamia kriittisia jarjestelmia. In-
vestoimalla kattavasti teknologiaan, proses-
seihin ja henkildstén osaamiseen varmis-
tamme palveluidemme luotettavuuden ja
vastaamme tiukentuviin lainsaadannallisiin
vaatimuksiin.

Xetpoint Oy

23 449

DDoS suojaus

DDoS-suojauksen kehittamishanke
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