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Transport- och kommunikationsverket Traficom har
beviljat finansieringsstdd till sma och medelstora

organisationer som omfattas av tillampningsomradet
for cybersakerhetslagen (124/2025) for att stodja verkstallandet av cybersakerhetslagen.
Finansieringsstddet beviljades fran finansieringen fér EU-projektet vid
Cybersékerhetscentrets nationella samordningscentrum. Ar 2026 beviljades foljande
projekt finansieringsstdod:

Projektets namn

Projektbeskrivning

ALM Partners Oy

82 175

Inrattande av ett
sakerhetsoperationscenter
(SOC) fér molntjansten

Ibruktagande av ett
sakerhetsoperationscenter for
bankkundens molntjanst for att
forbattra svarstiderna och
stérningshanteringsprocessen.

atFlow Oy

45 603

System for tillgangs- och
servicefoérvaltning

Inom projektet utvecklas ett
centraliserat system for tillgdngs-
och serviceférvaltning samt en
kundportal for domdn- och DNS-
tjanster. Malet ar att ersatta
manuella och felbenagna processer,
forbattra informationssakerheten
och svara pa cybersikerhetslagens
krav genom att bland annat inféra
obligatorisk tvafaktorsautentisering
och effektiverad atkomsthantering.
Projektet goér hanteringen av
kundernas tjanster mer séker och
tillforlitlig.

AWAKE.AI Oy

76 329

Ett informationssdkert och
skalbart autentiserings-
och anvandarrattssystem
for anvandaren pa
plattformen Awake.Al

I projektet byggs ett modernt
skalbart och sakert autentiserings-
och anvandarrattssystem for
anvandare och applikationer pa
Awake.Al:s molnplattform.
Lésningen grundar sig pd Keycloak-
teknologin med 6ppen kallkod och
dess mal &r att forbattra
plattformstjanstens cybersakerhet,
madjliggbra internationell skalbarhet
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samt uppfylla kraven i NIS2 och
EU:s digitala identitetsplanbok.

Ellego Powertec Oy

40 652

Automatisering av
datanatets dvervakning
och processutveckling av
informationssakerheten

FOoretaget automatiserar
Overvakningen av datanatet och
utvecklar affarsverksamhetens
aterhamtnings- och
krishanteringspraxis.

ElmoNet Oy

53 643

Projekt som syftar till att
skydda den fysiska
sakerheten pa basstations-
och telecenterplatser samt
tillgéngar.

Projekt som syftar till att skydda
den fysiska sdkerheten pa
basstations- och telecenterplatser
samt tillgdngar. I projektet
installeras ett larm- och
kameradvervakningssystem baserat
pa artificiell intelligens i
telelokalerna och viktiga
basstationsobjekt inhagnas.
Projektets inverkan pa utvecklingen
av verksamheten enligt 9 § i
cybersakerhetslagen, 1)
forfarandena for dtkomsthantering
och autentisering, 2) atgarder for
att sakerstalla den fysiska miljon,
lokalsakerheten och nédvandiga
resurser i fraga om
kommunikationsnat och
informationssystem 3)
tillgdngsforvaltningen och
identifieringen av funktioner som ar
viktiga med tanke pa dess sakerhet.

Enerim Oy

48 350

Net2026

Net2026-projektet ar ett
utvecklingsprojekt som startats av
Enerim Oy och vars mal ar att
starka energibranschens
informationssakerhet och beredskap
for cyberhot i Finland. I projektet
genomfoérs bland annat
segmentering av natet, hantering
av huvudanvandarrattigheter samt
krishanteringsdvningar i samarbete
med aktdrer inom branschen. Med
dessa atgarder forbéattras hela
energibranschens driftsakerhet och
forsérjningsberedskap, vilket
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gagnar bade féretaget och
samhallet i vidare bemarkelse.

Envor Group Oy

77 287

Envor Cyberskydd 2026

I projektet starks Envor Groups
cybersakerhet och riskhantering i
enlighet med kraven i
cybersdkerhetslagen. Genom
dtgarderna forbattras
informationssystemens och
leveranskedjans sdakerhet samt
utvecklas personalens
cybersakerhetskompetens och
kontinuitetshantering.

Hangon Satama -
Hangdé Hamn Oy Ab

48 949

ISO ASKEL - 991753

Hangon Satama - Hangé Hamn Oy
Ab:s projekt fokuserar pa att
utveckla cybersdkerheten och
riskhanteringen i hamnen s3 att de
motsvarar kraven i den nationella
lagstiftningen och Traficoms
rekommendationer. I projektet
byggs och tas i bruk ett
hanteringssystem for
informationssakerheten, vidtas
konkreta atgarder for att skydda
kommunikationsnaten och
informationssystemen samt
forbattras riskhanteringen i
leveranskedjan.

Haukiputaan
Sahkdosuuskunta

43 153

Utveckling av
cybersdkerheten i
Haukiputaan
Sahkoosuuskunta

Malet med projektet ar att uppna
den niva pa cyberskyddet i IT/OT-
infrastrukturen som férutsatts i
cybersakerhetslagen och det
radande hotféltet samt dess 24/7
kontinuerliga dvervakning och
reaktionsférmaga.

Haverinen Logistics
Oy

14 984

Haverinen Logistics Oy -
Cyberresiliens 2026:
Utvecklingsprojekt for
teknik, processer och
kompetens

I projektet forbattras Haverinen
Logistics Oy:s cybersdkerhet och
verksamhetens kontinuitet i
enlighet med kraven i
cybersdakerhetslagen (124/2025). Vi
utvecklar det tekniska skyddet,
sakerhetskopieringen och
personalens kompetens, vilket
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starker stérningstaligheten hos vara
logistiktjanster och samhallets
kritiska infrastruktur.

ICT ElImo Oy 46 323 SOC Inom projektet inférs en 24/7 SOC-
sakerhetsoperationscenter | tjanst (Security Operations Center),
24-7 som kontinuerligt évervakar

organisationens ICT-infrastruktur
och
informationssakerhetshandelser.
M3let &r att forbattra dvervakningen
av informationssdkerheten,
upptdcka incidenter i realtid och
sakerstalla snabba reaktioner pa
eventuella hot.

Iin Energia Oy 52 912 Iin Energia: Utveckling av | M3let med projektet &r att Iin
cybersikerheten Energia ska uppna den niva pa

cyberskyddet i IT/OT-
infrastrukturen som forutsatts i
cybersdakerhetslagen och det
radande hotféltet samt dess 24/7
kontinuerliga dvervakning och
reaktionsférmaga.

KaseNet Oy 63 038 KaseNets projekt for Ibruktagande av ledningssystemet
utveckling av for informationssakerhet (ISMS).
cybersdkerheten IS027001 certifiering.

Koillis-Satakunnan 37 716 Utveckling av Vidareutveckling av segmenteringen

Sahko Oy kommunikationsnatens och kontinuiteten i eldistributionen
segmentering och och kontorsmiljons nat.
kontinuitet

Kokemaen Sahkoé Oy | 12 908 Penetrationstestning av Penetrationstestningen stravar efter
det externa natet samt att fa tillgang till Kokeméaen Sahkds
dvning i att aterstélla ett apparater och system oOver natet. I
kritiskt system dterstallningsévningen évar man pa

att aterstalla sikerhetskopian av ett
system som ar kritiskt for
afféarsverksamheten.

Karleby Hamn Ab 50 424 Forbattring av Malet med projektet &r att uppfylla

cybersdkerheten vid
Karleby Hamn Ab

de krav som stalls i
cybersdkerhetslagen och héja
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organisationens cybersakerhetsniva
sa att den motsvarar dagens hot.
Projektet omfattar utveckling av
den tekniska miljon, utbildning av
personalen, uppbyggande av
processer och
informationssakerhetspolicyer samt
starkande av system- och
personalresurser som stéder
cybersdkerheten.

Férlags Ab Duodecim

36 126

Utvecklingsprojekt for
informationssakerhetens
Overensstammelse med
kraven, riskhantering och
atkomsthantering

Malet med projektet &r att utveckla
och systematisera hanteringen av
informationssakerheten, starka
uppfdljningen av kravenligheten och
riskhanteringen, férbattra
informationssakerheten under
programutvecklingens livscykel
samt utveckla metoder for
identifiering och lindring av risker i
anslutning till programutvecklingen.
Dessutom utvecklar projektet
informationssdkerheten fér bade
interna och externa anvandares
dtkomsthantering.

Louhi Net Oy

100 000

Louhi DNSSEC-Beredskap:
Starkande av grunderna
for det finlandska digitala
ekosystemet

Louhi Net Oy ar en nationellt
betydande aktér inom digital
infrastruktur som erbjuder
domannamns- och namntjanster for
tiotusentals finlandska féretag och
sammanslutningar, inklusive manga
kritiska samhallsaktorer.
Namnservicesystemet (DNS) ar en
grundsten pa internet, men
samtidigt en sarbar punkt. Det ar
noédvandigt att skydda det for att
trygga hela den digitala
leveranskedjan.

Magic Cloud Oy

100 000

Starkande av Magic Clouds
cyberresiliens

Projektet férbattrar mognadsnivan
for Magic Cloud Oy:s cybersdkerhet
och riskhantering sa att den
motsvarar kraven i 9 § i den nya
cybersdakerhetslagen (124/2025). 1
projektet utvecklas i synnerhet
Overvakningsfunktioner och
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riskhantering samt genomfoérs
omfattande utvecklingsdtgarder for
att skydda Magic Clouds nat- och
molninfrastruktur, starka
personalens kompetens och
uppdatera hanteringsmodellerna.
Samtidigt starks cyberresiliensen
bland annat genom att man
forbattrar upptdackten av incidenter
och aterhamtningsplanerna. Ur
kundperspektiv innebar detta bland
annat battre anvandbarhet och
kontinuitet i tjansterna, kortare
avbrott samt transparent
stérningskommunikation. Malet ar
att sakerstalla att Magic Cloud
effektivt hanterar cyberrisker och
kan minimera de skadliga
effekterna av hot mot
kommunikationsnat och
informationssystem.

Mico Botnia Oy Ab

10 000

Ibruktagande av NIS2-
direktivet vid Mico Botnia
Oy

Mico Botnia Oy tar i bruk tjansten
Cyberday (Digiturvamalli) for att
uppfylla kraven i NIS2-direktivet
och systematisera hanteringen av
cybersdkerheten.
Utvecklingsprojektet resulterar i en
bestdende verksamhetsmodell som
forbattrar cybersakerheten och
beredskapsférmagan.

Mylab Oy

100 000

Cybersdkerhetsprojekt
2026

Cybersdkerhetsprojektet 2026
utvecklar informationssakerheten
for de laboratoriesystem inom
halso- och sjukvarden som Mylab
Oy tillverkat och medicintekniska
produkter i anslutning till dem,
forbattrar samhallets kristalighet
och férebygger stérningar i
tjansternas tillganglighet. I
projektet bygger man bland annat
upp ett systematiskt
hanteringssystem for
informationssakerheten som
uppfyller kraven i t.ex.
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cybersakerhetslagen och NIS2-
direktivet.

OpSec Oy

36 604

Projekt Vagbrytare

Malet med projektet &r att férbattra
cybersdkerheten och
riskhanteringen i OpSec Oy:s
underhalls- och molntjénster.
Projektet genomfor
finansieringsstddets
anvandningsidndamal genom att
utveckla processer som minskar
risken for serviceavbrott,
dataintréng och manskliga misstag.
Projektet fokuserar pa identifierade
risker i driftstjansterna.

Oulun Autokuljetus
Oy

39 882

Utveckling av
leveranskedjornas
cybersdkerhet

Projektet forbattrar
leveranskedjornas sakerhet genom
att utveckla datanatens struktur
och 6ka nyckelpersonernas och den
ovriga personalens medvetenhet
om cybersdkerhet.

Prog-It Oy

46 787

Kati-projektet

I projektet utarbetas ett
verksamhetssatt och en process
som stoder beredskapen infor
cyberhot samt férebygger dem.
Som en del av projektet utarbetas
ocksa en rollbaserad kompetens-
och ansvarsmodell for personalen
samt en plan for att héja nivan pa
cybersdkerhetskompetensen hos
bolagets personal.

Puhas Oy

17 699

Puhas Oy:s
utvecklingsprojekt fér
cybersdkerheten

Puhas Oy:s utvecklingsprojekt fér
cybersdkerheten férbattrar
organisationens évergripande
riskhantering och
cyberriskhantering samt férbattrar
formagan att uppfylla kraven i
cybersdkerhetslagen.

Raseborgs Energi Ab

12 422

Sakra fjarrkopplingar i
operativa natverk (OT)

Projektet syftar till att utveckla en
cybersaker fjarruppkoppling foér
operativa natverk (OT), med fokus
pa att mojliggéra sdker dtkomst
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utan att dventyra drift eller
integritet. Losningen ska skydda
kritiska system mot cyberhot
samtidigt som den underlattar
fjarrévervakning och styrning.

Rovakaira Oy

29 512

Utvecklingsprojekt for
saker natarkitektur

Omplanering av
datakommunikationsnatet och
héjning av cybersakerhetsnivan.

S1 Networks Oy

89 207

Utveckling av
cybersdkerheten och
verkstallande av
cybersakerhetslagen i S1
Networks

S1 Networks Oy utvecklar sin
verksambhet till en nivd som
motsvarar kraven i
cybersdkerhetslagen genom att
forbattra riskhanteringen, den
administrativa
informationssakerheten och
praxisen fér anmalningar om
incidenter. Malet ar att starka
cybersdkerheten och
storningstaligheten i féretagets
datakommunikations- och
molntjdanster samt sakerstalla
verksamhetens kontinuitet som en
del av samhallets kritiska digitala
infrastruktur.

Turun seudun
puhdistamo Oy

15194

Spelbdcker for
cybersdkerheten

I projektet utvecklar vi var
cybersakerhet och riskhantering
med spelbdcker om cybersakerhet.
Spelbéckerna hjalper oss i praktiken
att enkelt, regelbundet och méatbart
genomfdra de atgarder som
cybersakerhetslagen kraver.

Turun Seudun Vesi
Oy

14 445

Utveckling av
cybersdkerheten i OT-
miljon

Under projektets gang infors en
centraliserad logghantering i Turun
Seudun Vesi Oy:s
automationssystem samt ordnas
cybersdkerhetsutbildning om
automationen.

Abo
Vattenférsorjning Ab

44 731

Abo Vattenférsérining Ab —
Férbattring av
cybersdkerheten

Malet med projektet &r att Abo
Vattenférsérjning Ab ska uppna den
mognadsniva som
cybersdakerhetslagen och hotfdltet
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forutsatter for att skydda IT/OT-
infrastrukturen. Projektet tar i bruk
tjansten Microsoft Posture
Management, jakten pa TI-cyberhot
samt kontinuerlig bedémning och
hantering.

Vestia Oy

42 279

Vestia Cybersdkerhet 2026

Vestias informationssdakerhets- och
dataskyddsarbete ar splittrat, vilket
leder till ineffektivitet i hanteringen
och oregelbundet
cybersdkerhetsarbete. NIS2-
direktivet och villkoren for
Traficoms finansieringsstod
forutsatter systematisk utveckling.
Syftet med projektet ar att hdja
Vestias cybersakerhetsniva sa att
den dverensstammer med de
nationella kraven och sakerstalla
kontinuiteten.

Westenergy Oy

23 243

Servicehelheten Atea
Defense Validation

Kontinuitetshantering genom att
satsa pa kontinuerlig
penetrationstestning, segmentering
av identitetstjansten och natet,
utnyttjande av MS Applocker samt
AD Tier-modellen, som syftar till att
forhindra en eventuell angripares
laterala rorlighet i var
datakommunikationsmiljo.

Wisenetwork Oy

76 414

WiseNetwork -
Utvecklingsprojekt for
cybersdkerhet och SaaS-
resiliens

WiseNetwork Oy genomfér med
Traficoms finansieringsstdd ett
utvecklingsprojekt for
cybersakerhet vars mal ar att hoja
sakerhetsnivan och resiliensen for
bolaget och de SaaS-tjanster som
bolaget erbjuder. Projektet starker
var formaga att skydda de kritiska
system som hundratals finlandska
sma och medelstora foretag
anvander. Genom omfattande
investeringar i teknologi, processer
och personalens kompetens
sakerstaller vi att vara tjanster ar
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tillforlitliga och svarar pa de skarpta
lagstiftningskraven.

Xetpoint Oy

23 449

DDoS-skydd

Utvecklingsprojekt for DDoS-skydd
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