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Transport- och kommunikationsverket Traficom har 
beviljat finansieringsstöd till små och medelstora 
organisationer som omfattas av tillämpningsområdet 

för cybersäkerhetslagen (124/2025) för att stödja verkställandet av cybersäkerhetslagen. 
Finansieringsstödet beviljades från finansieringen för EU-projektet vid 
Cybersäkerhetscentrets nationella samordningscentrum. År 2026 beviljades följande 
projekt finansieringsstöd: 

Mottagare av 
finansieringsstöd 

Beviljat 
belopp 
(€) 

Projektets namn Projektbeskrivning 

ALM Partners Oy 82 175 Inrättande av ett 
säkerhetsoperationscenter  
(SOC) för molntjänsten 

Ibruktagande av ett 
säkerhetsoperationscenter för 
bankkundens molntjänst för att 
förbättra svarstiderna och 
störningshanteringsprocessen. 

atFlow Oy 45 603 System för tillgångs- och 
serviceförvaltning 

Inom projektet utvecklas ett 
centraliserat system för tillgångs- 
och serviceförvaltning samt en 
kundportal för domän- och DNS-
tjänster. Målet är att ersätta 
manuella och felbenägna processer, 
förbättra informationssäkerheten 
och svara på cybersäkerhetslagens 
krav genom att bland annat införa 
obligatorisk tvåfaktorsautentisering 
och effektiverad åtkomsthantering. 
Projektet gör hanteringen av 
kundernas tjänster mer säker och 
tillförlitlig. 

AWAKE.AI Oy 76 329 Ett informationssäkert och 
skalbart autentiserings- 
och användarrättssystem 
för användaren på 
plattformen Awake.AI 

I projektet byggs ett modernt 
skalbart och säkert autentiserings- 
och användarrättssystem för 
användare och applikationer på 
Awake.AI:s molnplattform. 
Lösningen grundar sig på Keycloak-
teknologin med öppen källkod och 
dess mål är att förbättra 
plattformstjänstens cybersäkerhet, 
möjliggöra internationell skalbarhet 
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samt uppfylla kraven i NIS2 och 
EU:s digitala identitetsplånbok. 

Ellego Powertec Oy 40 652 Automatisering av 
datanätets övervakning 
och processutveckling av 
informationssäkerheten 

Företaget automatiserar 
övervakningen av datanätet och 
utvecklar affärsverksamhetens 
återhämtnings- och 
krishanteringspraxis. 

ElmoNet Oy 53 643 Projekt som syftar till att 
skydda den fysiska 
säkerheten på basstations- 
och telecenterplatser samt 
tillgångar. 

Projekt som syftar till att skydda 
den fysiska säkerheten på 
basstations- och telecenterplatser 
samt tillgångar. I projektet 
installeras ett larm- och 
kameraövervakningssystem baserat 
på artificiell intelligens i 
telelokalerna och viktiga 
basstationsobjekt inhägnas. 
Projektets inverkan på utvecklingen 
av verksamheten enligt 9 § i 
cybersäkerhetslagen, 1) 
förfarandena för åtkomsthantering 
och autentisering, 2) åtgärder för 
att säkerställa den fysiska miljön, 
lokalsäkerheten och nödvändiga 
resurser i fråga om 
kommunikationsnät och 
informationssystem 3) 
tillgångsförvaltningen och 
identifieringen av funktioner som är 
viktiga med tanke på dess säkerhet. 

Enerim Oy 48 350 Net2026 Net2026-projektet är ett 
utvecklingsprojekt som startats av 
Enerim Oy och vars mål är att 
stärka energibranschens 
informationssäkerhet och beredskap 
för cyberhot i Finland. I projektet 
genomförs bland annat 
segmentering av nätet, hantering 
av huvudanvändarrättigheter samt 
krishanteringsövningar i samarbete 
med aktörer inom branschen. Med 
dessa åtgärder förbättras hela 
energibranschens driftsäkerhet och 
försörjningsberedskap, vilket 
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gagnar både företaget och 
samhället i vidare bemärkelse. 

Envor Group Oy 77 287 Envor Cyberskydd 2026 I projektet stärks Envor Groups 
cybersäkerhet och riskhantering i 
enlighet med kraven i 
cybersäkerhetslagen. Genom 
åtgärderna förbättras 
informationssystemens och 
leveranskedjans säkerhet samt 
utvecklas personalens 
cybersäkerhetskompetens och 
kontinuitetshantering. 

Hangon Satama - 
Hangö Hamn Oy Ab 

48 949 ISO ASKEL - 991753 Hangon Satama – Hangö Hamn Oy 
Ab:s projekt fokuserar på att 
utveckla cybersäkerheten och 
riskhanteringen i hamnen så att de 
motsvarar kraven i den nationella 
lagstiftningen och Traficoms 
rekommendationer. I projektet 
byggs och tas i bruk ett 
hanteringssystem för 
informationssäkerheten, vidtas 
konkreta åtgärder för att skydda 
kommunikationsnäten och 
informationssystemen samt 
förbättras riskhanteringen i 
leveranskedjan. 

Haukiputaan 
Sähköosuuskunta 

43 153 Utveckling av 
cybersäkerheten i 
Haukiputaan 
Sähköosuuskunta 

Målet med projektet är att uppnå 
den nivå på cyberskyddet i IT/OT-
infrastrukturen som förutsätts i 
cybersäkerhetslagen och det 
rådande hotfältet samt dess 24/7 
kontinuerliga övervakning och 
reaktionsförmåga. 

Haverinen Logistics 
Oy 

14 984 Haverinen Logistics Oy - 
Cyberresiliens 2026: 
Utvecklingsprojekt för 
teknik, processer och 
kompetens 

I projektet förbättras Haverinen 
Logistics Oy:s cybersäkerhet och 
verksamhetens kontinuitet i 
enlighet med kraven i 
cybersäkerhetslagen (124/2025). Vi 
utvecklar det tekniska skyddet, 
säkerhetskopieringen och 
personalens kompetens, vilket 
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stärker störningståligheten hos våra 
logistiktjänster och samhällets 
kritiska infrastruktur. 

ICT Elmo Oy 46 323 SOC 
säkerhetsoperationscenter  
24-7 

Inom projektet införs en 24/7 SOC-
tjänst (Security Operations Center), 
som kontinuerligt övervakar 
organisationens ICT-infrastruktur 
och 
informationssäkerhetshändelser. 
Målet är att förbättra övervakningen 
av informationssäkerheten, 
upptäcka incidenter i realtid och 
säkerställa snabba reaktioner på 
eventuella hot. 

Iin Energia Oy 52 912 Iin Energia: Utveckling av 
cybersäkerheten 

Målet med projektet är att Iin 
Energia ska uppnå den nivå på 
cyberskyddet i IT/OT-
infrastrukturen som förutsätts i 
cybersäkerhetslagen och det 
rådande hotfältet samt dess 24/7 
kontinuerliga övervakning och 
reaktionsförmåga. 

KaseNet Oy 63 038 KaseNets projekt för 
utveckling av 
cybersäkerheten 

Ibruktagande av ledningssystemet 
för informationssäkerhet (ISMS). 
ISO27001 certifiering. 

Koillis-Satakunnan 
Sähkö Oy 

37 716 Utveckling av 
kommunikationsnätens 
segmentering och 
kontinuitet 

Vidareutveckling av segmenteringen 
och kontinuiteten i eldistributionen 
och kontorsmiljöns nät. 

Kokemäen Sähkö Oy 12 908 Penetrationstestning av 
det externa nätet samt 
övning i att återställa ett 
kritiskt system 

Penetrationstestningen strävar efter 
att få tillgång till Kokemäen Sähkös 
apparater och system över nätet. I 
återställningsövningen övar man på 
att återställa säkerhetskopian av ett 
system som är kritiskt för 
affärsverksamheten. 

Karleby Hamn Ab 50 424 Förbättring av 
cybersäkerheten vid 
Karleby Hamn Ab 

Målet med projektet är att uppfylla 
de krav som ställs i 
cybersäkerhetslagen och höja 
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organisationens cybersäkerhetsnivå 
så att den motsvarar dagens hot. 
Projektet omfattar utveckling av 
den tekniska miljön, utbildning av 
personalen, uppbyggande av 
processer och 
informationssäkerhetspolicyer samt 
stärkande av system- och 
personalresurser som stöder 
cybersäkerheten. 

Förlags Ab Duodecim 36 126 Utvecklingsprojekt för 
informationssäkerhetens 
överensstämmelse med 
kraven, riskhantering och 
åtkomsthantering 

Målet med projektet är att utveckla 
och systematisera hanteringen av 
informationssäkerheten, stärka 
uppföljningen av kravenligheten och 
riskhanteringen, förbättra 
informationssäkerheten under 
programutvecklingens livscykel 
samt utveckla metoder för 
identifiering och lindring av risker i 
anslutning till programutvecklingen. 
Dessutom utvecklar projektet 
informationssäkerheten för både 
interna och externa användares 
åtkomsthantering. 

Louhi Net Oy 100 000 Louhi DNSSEC-Beredskap: 
Stärkande av grunderna 
för det finländska digitala 
ekosystemet 

Louhi Net Oy är en nationellt 
betydande aktör inom digital 
infrastruktur som erbjuder 
domännamns- och namntjänster för 
tiotusentals finländska företag och 
sammanslutningar, inklusive många 
kritiska samhällsaktörer. 
Namnservicesystemet (DNS) är en 
grundsten på internet, men 
samtidigt en sårbar punkt. Det är 
nödvändigt att skydda det för att 
trygga hela den digitala 
leveranskedjan. 

Magic Cloud Oy 100 000 Stärkande av Magic Clouds 
cyberresiliens 

Projektet förbättrar mognadsnivån 
för Magic Cloud Oy:s cybersäkerhet 
och riskhantering så att den 
motsvarar kraven i 9 § i den nya 
cybersäkerhetslagen (124/2025). I 
projektet utvecklas i synnerhet 
övervakningsfunktioner och 
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riskhantering samt genomförs 
omfattande utvecklingsåtgärder för 
att skydda Magic Clouds nät- och 
molninfrastruktur, stärka 
personalens kompetens och 
uppdatera hanteringsmodellerna. 
Samtidigt stärks cyberresiliensen 
bland annat genom att man 
förbättrar upptäckten av incidenter 
och återhämtningsplanerna. Ur 
kundperspektiv innebär detta bland 
annat bättre användbarhet och 
kontinuitet i tjänsterna, kortare 
avbrott samt transparent 
störningskommunikation. Målet är 
att säkerställa att Magic Cloud 
effektivt hanterar cyberrisker och 
kan minimera de skadliga 
effekterna av hot mot 
kommunikationsnät och 
informationssystem. 

Mico Botnia Oy Ab 10 000 Ibruktagande av NIS2-
direktivet vid Mico Botnia 
Oy 

Mico Botnia Oy tar i bruk tjänsten 
Cyberday (Digiturvamalli) för att 
uppfylla kraven i NIS2-direktivet 
och systematisera hanteringen av 
cybersäkerheten. 
Utvecklingsprojektet resulterar i en 
bestående verksamhetsmodell som 
förbättrar cybersäkerheten och 
beredskapsförmågan. 

Mylab Oy 100 000 Cybersäkerhetsprojekt 
2026 

Cybersäkerhetsprojektet 2026 
utvecklar informationssäkerheten 
för de laboratoriesystem inom 
hälso- och sjukvården som Mylab 
Oy tillverkat och medicintekniska 
produkter i anslutning till dem, 
förbättrar samhällets kristålighet 
och förebygger störningar i 
tjänsternas tillgänglighet. I 
projektet bygger man bland annat 
upp ett systematiskt 
hanteringssystem för 
informationssäkerheten som 
uppfyller kraven i t.ex. 
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cybersäkerhetslagen och NIS2-
direktivet. 

OpSec Oy 36 604 Projekt Vågbrytare Målet med projektet är att förbättra 
cybersäkerheten och 
riskhanteringen i OpSec Oy:s 
underhålls- och molntjänster. 
Projektet genomför 
finansieringsstödets 
användningsändamål genom att 
utveckla processer som minskar 
risken för serviceavbrott, 
dataintrång och mänskliga misstag. 
Projektet fokuserar på identifierade 
risker i driftstjänsterna. 

Oulun Autokuljetus 
Oy 

39 882 Utveckling av 
leveranskedjornas 
cybersäkerhet 

Projektet förbättrar 
leveranskedjornas säkerhet genom 
att utveckla datanätens struktur 
och öka nyckelpersonernas och den 
övriga personalens medvetenhet 
om cybersäkerhet. 

Prog-It Oy 46 787 Kati-projektet I projektet utarbetas ett 
verksamhetssätt och en process 
som stöder beredskapen inför 
cyberhot samt förebygger dem. 
Som en del av projektet utarbetas 
också en rollbaserad kompetens- 
och ansvarsmodell för personalen 
samt en plan för att höja nivån på 
cybersäkerhetskompetensen hos 
bolagets personal. 

Puhas Oy 17 699 Puhas Oy:s 
utvecklingsprojekt för 
cybersäkerheten 

Puhas Oy:s utvecklingsprojekt för 
cybersäkerheten förbättrar 
organisationens övergripande 
riskhantering och 
cyberriskhantering samt förbättrar 
förmågan att uppfylla kraven i 
cybersäkerhetslagen. 

Raseborgs Energi Ab 12 422 Säkra fjärrkopplingar i 
operativa nätverk (OT) 

Projektet syftar till att utveckla en 
cybersäker fjärruppkoppling för 
operativa nätverk (OT), med fokus 
på att möjliggöra säker åtkomst 
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utan att äventyra drift eller 
integritet. Lösningen ska skydda 
kritiska system mot cyberhot 
samtidigt som den underlättar 
fjärrövervakning och styrning. 

Rovakaira Oy 29 512 Utvecklingsprojekt för 
säker nätarkitektur 

Omplanering av 
datakommunikationsnätet och 
höjning av cybersäkerhetsnivån. 

S1 Networks Oy 89 207 Utveckling av 
cybersäkerheten och 
verkställande av 
cybersäkerhetslagen i S1 
Networks 

S1 Networks Oy utvecklar sin 
verksamhet till en nivå som 
motsvarar kraven i 
cybersäkerhetslagen genom att 
förbättra riskhanteringen, den 
administrativa 
informationssäkerheten och 
praxisen för anmälningar om 
incidenter. Målet är att stärka 
cybersäkerheten och 
störningståligheten i företagets 
datakommunikations- och 
molntjänster samt säkerställa 
verksamhetens kontinuitet som en 
del av samhällets kritiska digitala 
infrastruktur. 

Turun seudun 
puhdistamo Oy 

15 194 Spelböcker för 
cybersäkerheten 

I projektet utvecklar vi vår 
cybersäkerhet och riskhantering 
med spelböcker om cybersäkerhet. 
Spelböckerna hjälper oss i praktiken 
att enkelt, regelbundet och mätbart 
genomföra de åtgärder som 
cybersäkerhetslagen kräver. 

Turun Seudun Vesi 
Oy 

14 445 Utveckling av 
cybersäkerheten i OT-
miljön 

Under projektets gång införs en 
centraliserad logghantering i Turun 
Seudun Vesi Oy:s 
automationssystem samt ordnas 
cybersäkerhetsutbildning om 
automationen. 

Åbo 
Vattenförsörjning Ab 

44 731 Åbo Vattenförsörjning Ab – 
Förbättring av 
cybersäkerheten 

Målet med projektet är att Åbo 
Vattenförsörjning Ab ska uppnå den 
mognadsnivå som 
cybersäkerhetslagen och hotfältet 
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förutsätter för att skydda IT/OT-
infrastrukturen. Projektet tar i bruk 
tjänsten Microsoft Posture 
Management, jakten på TI-cyberhot 
samt kontinuerlig bedömning och 
hantering. 

Vestia Oy 42 279 Vestia Cybersäkerhet 2026 Vestias informationssäkerhets- och 
dataskyddsarbete är splittrat, vilket 
leder till ineffektivitet i hanteringen 
och oregelbundet 
cybersäkerhetsarbete. NIS2-
direktivet och villkoren för 
Traficoms finansieringsstöd 
förutsätter systematisk utveckling. 
Syftet med projektet är att höja 
Vestias cybersäkerhetsnivå så att 
den överensstämmer med de 
nationella kraven och säkerställa 
kontinuiteten. 

Westenergy Oy 23 243 Servicehelheten Atea 
Defense Validation 

Kontinuitetshantering genom att 
satsa på kontinuerlig 
penetrationstestning, segmentering 
av identitetstjänsten och nätet, 
utnyttjande av MS Applocker samt 
AD Tier-modellen, som syftar till att 
förhindra en eventuell angripares 
laterala rörlighet i vår 
datakommunikationsmiljö. 

Wisenetwork Oy 76 414 WiseNetwork – 
Utvecklingsprojekt för 
cybersäkerhet och SaaS-
resiliens 

WiseNetwork Oy genomför med 
Traficoms finansieringsstöd ett 
utvecklingsprojekt för 
cybersäkerhet vars mål är att höja 
säkerhetsnivån och resiliensen för 
bolaget och de SaaS-tjänster som 
bolaget erbjuder. Projektet stärker 
vår förmåga att skydda de kritiska 
system som hundratals finländska 
små och medelstora företag 
använder. Genom omfattande 
investeringar i teknologi, processer 
och personalens kompetens 
säkerställer vi att våra tjänster är 
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tillförlitliga och svarar på de skärpta 
lagstiftningskraven. 

Xetpoint Oy 23 449 DDoS-skydd Utvecklingsprojekt för DDoS-skydd 

 


